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Tracking and supporting 16-19 year olds learners: Personal Data Exchange Agreement (PDEA)
1. Introduction

This PDEA is made under The Dorset Over-Arching Information Sharing Protocol (OAISP).
between:

Dorset County Council
And

All Schools / FE Colleges and training providers working with Dorset young people (a list of all signatories will be attached as an appendix). 
2. Purpose of the PDEA

To aid young people’s transition and progression to post-16 learning by enabling the sharing of relevant data between institutions.
The Education and Skills Act 2008 increased the minimum age at which young people in England can leave learning, thus requiring them to continue in education or training to the age of 17 from 2013 and to 18 from 2015. The Education and Skills Act 2008 placed the following duties on
Local Authorities: 

To promote the effective participation in education or training of young people in their area 

To track young people’s participation and arrangements to identify young people not participating in education, employment or training (NEET) – i.e. maintaining a comprehensive tracking system at primary, secondary and post 16. 

To have processes in place to deliver the September Guarantee 

Learning providers: 

To promote good attendance of 16 and 17 year olds 

To inform local authority support services if a young person has dropped out so that they can be contacted swiftly and offered support. 

3. Lawful basis for the sharing of personal information

3.1 Information will be shared in accordance with the Data Protection Act (1998).
3.2 Schools, academies and the local authority (LA) are required to share information as part of their duty under the Education and Skills Act 2008. 

4. Type of personal information that will be shared

	Provider to provider 



	
	Data Detail 
	Frequency 

	For all learners:
	Surname; First Name; D.o.B; Address (inc. Postcode); Programme & Level; Start Date, Planned end date;
	When reference requested 

	For those needing extra support 
	Parent / pregnancy, Young Carer, Statement / 139s LDA, FSM Eligible, Looked After child / Care Leaver, Working with YOT, At risk of NEET, Child Protection file held, reasons why young person may require support.
	When reference requested

	Provider to Ansbury Ltd (provides Connexions service for DCC):

	Report
	Data Detail 
	Frequency 

	16-19 Starts Report 

(and 19+ FE only) 
	Surname; First Name; D.o.B; Address (inc. Postcode); Programme & Level; Start Date, Planned end date; 
	Monthly 

	16-19 Leavers Report 

(and 19+ FE only) 
	Surname, First Name, D.o.B, Address (inc. Postcode), Programme & Level, Start Date, Leave Date, Destination (inc. full name & address of institution), Reason for leaving 
	Monthly 

	16-19 Offers Report (as part of September Guarantee arrangements)
	Surname; First Name; D.o.B; Address (inc. Postcode); Offer made, Offer accepted; offer refused, no offer made 
	Weekly/Monthly May to Sept 

	Ansbury Ltd to provider

	Report
	Data Detail 
	Frequency 

	For Y11 providers

Intended Destinations (accessed through the Dorset Data Dashboard)
	
	Annually, available through Dorset Data Dashboard

	Current activity of previous Y11 students
	
	Live data, available through Dorset Data Dashboard

	RONI  (Risk of Not Participating Indicator) for Year 9-11 students
	
	Updated annually, available through Dorset Data Dashboard


5. How personal information will be shared

5.1 Personal information may be shared by telephone, email, secure transfer as csv file from MIS or in writing.
5.2 Consent is defined in the Agreement as any freely given specific and informed indication of a data subject’s wishes by which the data subject signifies his agreement to personal data relating to him being processed. 

5.3 It is not the intention of the Parties to obtain consent from all data subjects for the sharing of personal data for the purposes detailed above. Where consent is not obtained personal data may be processed fairly and lawfully for the purposes of legitimate interests pursued by the data controllers (the Parties) in accordance with paragraph 6.2. The legitimate interest is the statutory function of the local education authority and duty of educational institutions as detailed in paragraph 2. 

5.4 For sensitive personal data of data subjects, such as Child Protection files, data will be shared only when the young person has enrolled or where the explicit consent of individuals has been obtained.  Where explicit consent is not obtained sensitive personal data will not be shared between the Partners  unless deemed ‘fair’ i.e. if the privacy notice has stated that the information may be shared or if there is an overriding reason why it is not advisable to seek consent.
5.5 Ansbury Ltd (to whom Dorset County Council have sub-contracted tracking and RONI work) will receive and distribute data on behalf of Dorset County Council.  Ansbury Ltd will conduct this work on behalf of Dorset County Council.  If this agreement is terminated by Dorset County Council will inform all assigned organisations of this in writing. 
5.6 In the event of a young person aged 16 or 17 years old dropping out of learning the learning provider should inform Ansbury Ltd within 5 working days.  If provider has early knowledge of the intention to leave, the provider should informed Ansbury Ltd as soon as this is known.  If that young person is resident in another local authority their data will be passed to their home Local Authority for them to offer support to reengage in education or training.

6. Restrictions on the use of shared personal information

6.1
Any processing of personal data must comply with the requirements of the 
Data Protection Act 1998. 
7. Breaches of confidentiality

7.1 Breaches of confidentiality by any agencies party to this agreement will be monitored by the local authority. Breaches of confidentiality by any agencies party to this agreement must be reported to:

· The nominated person (s) in Dorset CC Post-16 Team as a matter requiring immediate attention,

· The person who has signed this PDEA on behalf of the organisation within which the breach occurred 

· The person who has signed this PDEA on behalf of the organisation which supplied the data which was breached

7.2 Signatories to this PDEA will make arrangements for a full investigation of any breach with the assistance of an independent agency if required. Outcomes and lessons learned will be appropriately shared within the partner organisations.

7.3 Appropriate action must be taken against any member of staff found to have been responsible for the breach by the employing Partner, with partner organisations being notified of the action taken if the breach is serious.

8. Review of PDEA

8.1 This agreement is for the duration of three years from the date hereof but the terms and obligations of the parties will only expire once all information exchanged under this agreement has been deleted from the County Council’s and provider’s systems. 
8.2 Any partner may give written notice to the others requiring a review of any aspects of this agreement, which will take place at the earliest opportunity

9 Termination of PDEA by an organisation
9.1 Termination of this Agreement should be in writing to all other Partner Organisations giving at least 30 days notice

10 Signatories to the PDEA

10.1
Authorised signatories from each organisation should formally accept this agreement by completing the table overleaf:

Signatories to the PDEA

	Organisation
	Post / Position
	Name
	Signature
	Date
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